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Introduction
BBF has in their LS (S2-1900046) indicated that some aspects regarding IP addressing support are missing from the SA2 TR conclusions. In particular they refer to addressing support needed for bridged and routed RGs and refer to SD-420 release 3, sections 6.4, 10.4 and 14.2. 

We are still reviewing the material but we do note two omissions that are of concern.

From our liaison LIAISE-245 these are:

3. Addressing support for bridged RGs (see section 6.4; section 10.4 in SD-420 release 3)

And item ‘a’ of 

6. Additional addressing aspects (see section 6.4; section 10.4; section 14.2 in SD420 release 3)

a. Dynamically assigned subnets behind a routed FN or 5G RG

b. Statically assigned “framed routes”

Item 3 being necessary for the support of bridged FN-RGs and 5G-RGs and was a BBF requirement independent of other “asks” in LIAISE-245.  Item 6a being necessary for the support of routed FN-RGs and 5G-RGs. These capabilities are considered essential in the release 16 timeframe.

In this paper we analyse the request in the BBF LS and propose how to address them. 
Discussion
The request from BBF refers to IP addressing aspects related to support for bridged and routed RGs.

Routed RGs

When it comes to routed RGs, the related requirements in sections 6.4, 10.4 and 14.2 all seem to have been addressed by the TR conclusions. 

Based on the rel-15 baseline as well as TR conclusions, the 5GC will support DHCPv4, SLAAC, DHCPv6 prefix delegation, DHCPv6 IA_NA as well as Framed Routes. This fits well with the requirements for routed RG (i.e. RG working in L3 mode) in sections 6.4 and 10.4 in SD-420r3. 
(The text from SD-420r3 is not duplicated here. Please refer to SD-420r3 as received from BBF in their LS to the SA2-129BIS in S2-1811672).

For supporting a subnet behind the RG (as described on section 14.2.3 in SD-420v3), IPv6 Prefix Delegation can be used to support routed RGs that hosts a DHCP server and a subnet behind the RG for devices in the home. For IPv4, a single IPv4 address assigned to the routed RG can be used with a NAT in the RG for supporting a subnet behind the RG.
Observation 1: The rel-15 baseline as well as TR conclusions has the required addressing support for routed RGs. 

Bridged RGs

When it comes bridged RGs (i.e. RG working in L2 mode) there is a request from BBF to support directly attached subnets as described in SD-420r3, section 14.2.3. The principle is that for IPv4 a subnet is assigned to a PDU Session instead of an individual IP address and that this whole subnet is managed by SMF/UPF. For IPv6, a prefix smaller than /64 may be assigned to the PDU Session. When a non-3GPP device behind the RG is connecting, it is assigned an IP address out of this subnet/prefix. It is assumed that the RG does not have a NAT, and instead each individual IP address assigned to a device behind the RG is assigned by the core network. 
It can be noted that, from a core network point of view, this is actually rather similar to the Transparent Single Connection Mode (TSCM) for S2a/EPC where subnet mask and default GW is provided to the UE by the PDN GW. A difference in the 5GC case is that we need to support assignment of multiple IPv4 addresses per PDU Session to support multiple devices behind the RG, while the S2a TSCM solution only supports a single IPv4 address per PDN Connection. 
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Figure 1: Subnet behind RG “stretching” over a PDU Session

There are two ways this can be done based on the TR conclusions:
Alternative 1: Ethernet PDU Session
The 5G-RG or W-AGF (for FN-RG) creates an Ethernet PDU Session. In this case the 5GC provides an Ethernet service without IP addressing support and any DHCP server would thus need to be deployed on the DN. IP address management for the subnet/prefix is thus not provided by the SMF/UPF. The 5GC can however still provide some IP-based features. For example, it is supported in rel-15 to have IP based filters (or higher layer filters) also for Ethernet PDU sessions. The rel-15 specifications also support that UPF learns the mapping between UE IP address (if used on top of Ethernet) and MAC address e.g. by snooping DHCP traffic. This is needed to enable the UPF to support ARP and ND efficiently. If ARP request for a certain IP address is received in UPF on N6, the SMF/UPF is enabled to reply to ARP messages with the UE MAC address based on that it knows the UE IP address. This saves paging resources and battery instead of having to setup user plane for all devices. With this mapping the UPF/SMF can create rules based on the non-3GPP device IP address as well as only using the MAC address.

Observation 2: This option does not have any additional requirements to the 5WWC conclusions.
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Figure 2: Alternative 1 (Ethernet PDU Session)
Alternative 2: IP PDU Session
The 5G-RG, W-AGF (for FN-RG) creates an IP PDU Session. In this case the 5GC provides an IP service, including IP addressing support, and DHCP server would be supported by SMF. The W-AGF would need to support DHCP relay so that DHCP traffic from the devices behind the RG is forwarded over the IP PDU Session to the SMF/UPF, and that the W-AGF can snoop the IPv4 default gateway address for the purposes of proxy-ARP. 

The rel-15 baseline 5GC as well as additions agreed in the TR conclusions already have the basic components needed to support this scenario, e.g. support for DHCPv4, SLAAC, DHCPv6 prefix delegation, DHCPv6 IA_NA as well as Framed Routes. 

However, a few aspects are missing in the 5WWC conclusions to get a full support for this option:

- 
For IPv4, the use of DHCPv4 is so far limited to a single IPv4 address being requested per PDU Session. This should be generalized to allow multiple IPv4 addresses being assigned using DHCPv4 for a single PDU Session. (This would then bring IPv4 on similar level of support as for IPv6 address assignment using DHCPv6 IA_NA, which was already agreed in TR 23.716 conclusion).
-
To support dynamically assigned subnets, the SM level subscription data in UDM for a DNN and S-NSSAI is enhanced to include a subnet size. (This parameter is similar to the maximum prefix size for DHCPv6 prefix delegation that is already agreed in TR 23.716. However, for subnet addressing the use case is different and subnet size for IPv4 is needed as well.). 

-
For statically assigned subnets, the SM level subscription data in UDM for a DNN and S-NSSAI is enhanced to include a subnet prefix and a subnet mask. For IPv4, the address in the subnet to be used for the default gateway would optionally need to be identified. (This parameter would be quite similar to the enhancements to subscription data to support Framed Routes as agreed in TR 23.716, but the use case is different)

Observation 3: This option can be supported with a few enhancements to the 5WWC conclusions, primarily bringing IPv4 on a similar feature level as already concluded for IPv6 in TR 23.716.
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Figure 3: Alternative 2 (IP PDU Session)
Proposal

It is proposed to discuss whether Alternative 1 above is sufficient in rel-16. If not sufficient, it is proposed to agree on the above listed enhancements to support also Alternative 2. 

This would then address the request from BBF in their LS S2-1900046. Corresponding CR and LS reply are available in S2-1900090 and S2-1900091 respectively. 
It was proposed (but not agreed in TR 23.716 conclusions) to introduce a new PDU Session type (Combo Ethernet/IP) to support bridged RGs. As shown above, the use cases can be supported using existing PDU Session types, with no changes to TR conclusions for Alternative 1 above, and small enhancements primarily for IPv4 to cover Alternative 2.
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